
Topic   

Azure Active Directory Overview Day 1 

Basics of  Authentication and Authorization Day 2 

Different types of applications Day 3 

Device Types Day 4 

Authentication Methods in AAD Day 5 

What is MFA, Application Data classification. Day 6 

Introduction of SAML 2.0 Protocol Day 7 

IDP initiated journey Day 8 

SP Initiated Journey Day 9 

Introduction of Azure Portal, Basic idea of GUI Day 10 

Integration of SAML applications with Azure AD Day 11 

Analysis of SAML Response Day 12 

What is  JWT Day 13 

What is Access token, Refresh token Day 14 

Introduction of Azure Portal, Basic idea of GUI for OAUTH Day 15 

Introduction of OIDC/OAUTH Day 16 

Different grant types, Authorization code Day 17 

Authorization code with PKCE flow Day 18 

Client Credential flow, Different types of Client credential 
flow Day 19 

Application calling API Day 20 

Application Proxy Day 21 

Azure AD Connect Day 22 

Windows hello pin login Day 23 

Conditional Access policies Day 24 

Introduction of SCIM Day 25 

Issues, Debugging Day 26 

 

Note – 1) This course content is only for the status tracking. 

 2) Topics will be updated accordingly.  

3) We can discuss in class if we miss any important topic here.  

4) Training hours may extend based on the content delivering. 


